
Res. No. 2024-01 

MURPHYS SANITARY DISTRICT 
''To provide the highest level of collection, treatment, and disposal of wastewater 

at the lowest cost possible to the user of the Murphys Sanitary District." 

Regular Board Meeting 

Thursday, February 22, 2024 

10:00 a.m. 

MSD District Office 

15 Ernest Street, Suite A 

Murphys, CA 95247 

AGENDA 
Board meetings are open to the public and the following alternative is available 

for those who wish to participate in the meeting virtually: 

Microsoft Teams meeting 
Join on your computer, mobile app or room device 

Click here t o join the meeting 

Meeting ID: 249 802 149 128 

Passcode: j9Kury 
Download Teams I Join on the web 

Or call in (audio only) 
+ 1 872-242-903 1,,512125640# United States, Chicago 

Phone Conference ID: 512 125 640# 

CALL MEETING TO ORDER\ PLEDGE OF ALLEGIANCE 

1. Roll Call 

2. Agenda Changes 

3. Public Comment (Limit 5 minutes per person) on items not appearing on agenda. At this time, members of 
the public may address the Board on any non-agendized item. The public is encouraged to work through 
staff to place items on the agenda for Board consideration. No action can be taken on matters not listed 
on the agenda. 

4. Consent Agenda - The following items are expected to be routine non-controversial. Items will be acted upon by 
the Board at one time without discussion. Any Board member, staff member, or interested party may request that 
any item be removed for later discussion. 

BOARD OF DIRECTORS 
Paige McMath-Jue, President I Steve Gonzales, Vice President I Marty Mellera, Secretary 

Joseph Fontana, Treasurer I Bruce Miller, Parliamentarian 
www.murphyssd.org 
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Res. No. 2024-01 

5. New Business 

The Board may consider the items below and take action at this meeting. Public comment is allowed on each individual 
agenda item listed below, and such comment will be considered in advance of each Board action. 

a) General Policy Manual Review, Session 2-Discussion Only 

6. Unfinished Business 
Items tabled or carried forward from a previous meeting to be considered on this agenda. Public comment is allowed on 
each individual agenda item listed below, and such comment will be considered in advance of each Board action . 

. a) General Policy Manual Revisions of Session 1-Discussion Only 

7. Committee Reports 
Informational reports on committee meetings. Committees may recommend a future item be placed on the next 
meeting agenda for Board action. 

8. Staff Reports 
Brief reports of information on matters of general interest. No action will be taken by the Board during Staff Reports. 

9. Future Agenda Items/Director Comments 
Board members and/or staff can comment on district business or request a future item be placed on the next 
meeting agenda. No action will be taken by the Board. 

10. Next Regular/Special Meeting: 

• Regular Meeting March 14, 2024, 10:00 a.m. 

• Special Meeting March 28, 2024, 10:00 a.m. 

11. Adjournment 

In compliance with the Americans with Disabilities Act, if you need special assistance to participate in this meeting, please 
contact the Murphys Sanitary District at 209-728-3094. Notification in advance of the meeting will enable MSD to make 
reasonable arrangements to ensure accessibility to this meeting. Any documents that are made available to the Board 
before or at the meeting, not privileged or otherwise protected from disclosure, and related to agenda items, will be made 
available at MSD for review by the public. 

BOARD OF DIRECTORS 
Paige McMath-Jue, President I Steve Gonzales, Vice President I Marty Mellera, Secretary 

Joseph Fontana, Treasurer I Bruce Miller, Parliamentarian 
www.murphyssd.org 
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STAFF REPORT 

DATE: February 22, 2024 

TO: Members of the Board 

FROM: Kristina Fillmore, Administration Manager 

SUBJECT: Review of Proposed Policies-Administration 

Summary: 

Attached are policies the Board should consider implementing into the new District 

Policy Manual. The policies below are new and will not be replacing any existing 

policy. The drafts will be finalized and presented at a future regular meeting for 

approval. All proposed policies are sample policies from the CSDA Policy Manual ' 

Handbook. 

Attached policies: 

1. Accounts Receivable Policy 

2. Asset Protection and Fraud in the Workplace 

3. Budget Preparation 

4. Credit Card Use 

5. Expense Authorization 

6. Receiving/Depositing Remittances 

7. Debt Management 

8. Internal Controls 

9. District Electronic Resources Policy and Procedures 

10. Emergency Preparedness 

11. Emergency Response Guideline for Hostile or Violent Incidents 

12. Workers' Compensation 

13. Customer Relations 

14. Press Relations 

15. Public Complaints 

16. Social Media Use 

17. District Web Page 

18. California Public Records Act Response Procedures 

19. Electronic Document Retention Policy 
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ADMINISTRATION I Financial Management 

POLICY TITLE: Accounts Receivable Policy 
POLICY NUMBER: 2100 

2100.1 It is the policy of the District that accounts receivable be reviewed monthly by the Administration Man­
ager, as it is critical to the cash flow of the District and requires continued follow-up and attention. 

2100.2 Procedures: 
a) The accounts receivable balances are reviewed monthly by the Administration Manager, along with as­

signed staff. 
b) Late Notices are sent to all accounts 30 or more days past their due date. Once an account is 60 days 

past due, a certified letter will be sent. If there is no future attempt to contact owner or work out a pay­
ment plan the account will be escalated. In each case where all or part of any bill for sewer service 
remains unpaid for 60 days the District will secure a lien against the property with the county recorder's 
office. 

c) Finance charges of 10% percent per month are assessed to the balance on all accounts past due as 
provided by District (Use Ordinance 02.08.090 Penalties for Nonpayment). 

d) Credit memos are limited to the control of the Administration Manager. 
e) At month-end closing, accounts receivable is reviewed and reconciled to the General Ledger. 
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POLICY TITLE: Asset Protection and Fraud in the Workplace 
POLICY NUMBER: 2105 

ADMINISTRATION I Financial Management 

2105.1 Purpose and Scope: To establish a policy and procedures for clarifying acts that are considered 
fraudulent, describing the steps to be taken when fraud or other dishonest activities are suspected, and providing 
procedures to follow in accounting for missing funds, restitution, and recoveries. 

2105.2 Murphys Sanitary District is committed to protecting its assets against the risk of loss or misuse. 
Accordingly, it is the policy of the District to identify and promptly investigate any possibility of fraudulent or 
related dishonest activities against the District and, when appropriate, to pursue available legal remedies. 

2105.3 Definitions: 
a) Fraud - Fraud and other similar irregularities include, but are not limited to: 

1) Claim for reimbursement of expenses that are not job-related or authorized by District policy; 
2) Forgery, falsification, or unauthorized alteration of documents or records (including but not lim­

ited to checks, promissory notes, time sheets, independent contractor agreements, purchase 
orders, budgets, etc.); 

3) Misappropriation of District assets (including but not limited to funds, securities, supplies, furni-
ture, equipment, etc.); 

4) Inappropriate use of District resources (including but not limited to labor, time, and materials); 
5) Improprieties in the handling or reporting of money or financial transactions; 
6) Authorizing or receiving payment for goods not received or services not performed; 
7) Computer-related activity involving unauthorized alteration, destruction, forgery, or manipula-

tion of data or misappropriation of District-owned or -licensed software; 
8) Misrepresentation of information knowingly; 
9) Theft of equipment or other goods; 
10) Any apparent violation of federal, state, or local laws related to dishonest activities or fraud; 
11) Seeking or accepting anything of material value from those doing business with the District 

including, but not limited to, vendors, consultants, contractors, lessees, applicants, and grant­
ees. Materiality is determined by the District's Conflict of Interest Code which incorporates the 
Fair Political Practices Commission's regulations; 

12) Any other conduct, action, or activity treated as fraud or misappropriation under any federal or 
state law, rule, or regulation 
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ADMINISTRATION I Financial Management 

b) Employee - In this context, "employee" refers to any individual or group of individuals who receive com­
pensation, either full- or part-time, including members of the Board, of the District. The term also in­
cludes any volunteer who provides services to the District through an authorized arrangement with the 
District or a District organization. 

c) Management - In this context, "management" refers to any manager, supervisor, or other individual 
who manages or supervises District's resources or assets. 

d) Internal Audit Committee - In this context, if the claim of fraud involves anyone other than the District's 
District Managers, the Internal Audit Committee shall consist of the District Managers or his or her de­
signee, the District's Legal Counsel, and any other persons appointed to the Internal Audit Committee 
by the Board. If the claim of fraud involves and of the Districts Managers, the Internal Audit Committee 
shall consist of the President of the Board of the District or his or her designee, the District's Legal 
Counsel, and any other persons appointed to the Internal Audit Committee by the President of the 
Board. 

e) External Auditor- In this context, "External Auditor" refers to independent audit professionals appointed 
by the District's Board to perform annual audits of the District's financial statements. 

2105.4 It is the District's intent to fully investigate any suspected acts of fraud, misappropriation, or other 
similar irregularity. An objective and impartial investigation will be conducted regardless of the position, title, and 
length of service or relationship with the District of any party who might be or become involved in or become the 
subject of such investigation. An employee being investigated for fraud may request representation by a repre­
sentative of any recognized bargaining unit that represents the employee. 

2105.5 Each department of the District is responsible for instituting and maintaining a system of 
internal controls to provide reasonable assurance of the prevention and detection of fraud, 
misappropriations, and other irregularities. Management staff should be familiar with the types of 
improprieties that might occur within their areas of responsibility and be alert for any indications 
of such conduct. 

2105.6 For claims of fraud not involving any of the Districts Managers, Districts Managers or an Internal 
Audit Committee appointed by the Districts Managers shall have primary responsibility for investigation of activity 
covered by this policy. For claims of fraud involving the Districts Managers, the President of the Board or an In­
ternal Audit Committee appointed by the President shall have primary responsibility for investigation of activity 
covered by this policy. The District's General Counsel shall advise the Committee, the Districts Managers and/or 
the Board President on all such investigations. 

2105.7 Throughout the investigation, the Internal Audit Committee will inform the Districts Managers of per-
tinent investigative findings if the Districts Managers are not involved in the claims of fraud. Throughout the in­
vestigation, the Internal Audit Committee will inform the Board President of pertinent investigative findings if the 
Districts Managers are involved in the claims of fraud. 

2105.8 An employee will be granted whistle-blower protection when acting in accordance with this policy so 
long as he or she has not engaged in activity that violates this policy. When informed of a suspected impropriety 
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ADMINISTRATION I Financial Management 

by an employee not engaged in activity that violates this policy, neither the District nor any person 
acting on its behalf shall: 

a) Dismiss or threaten to dismiss an employee providing the information, 
b) Discipline, suspend, or threaten to discipline or suspend such an employee, 
c) Impose any penalty upon such an employee, or 
d) Intimidate or coerce such an employee. 

Violations of this whistle-blower protection policy will result in discipline up to and including termination. 

2105.9 Upon conclusion of an investigation, the results will be reported to the Districts Managers or, if the 
investigation involves the Districts Managers, the Board President, either of whom shall advise the Board. 

2105.10 Following review of investigation results, the Districts Managers or the Board, as the case may be, 
will take appropriate action regarding employee misconduct. Disciplinary action can include employment disci­
pline up to and including termination, referral for criminal prosecution, or both. 

2105.11 The Districts Managers or the General Counsel will pursue every reasonable effort, including court-
ordered restitution, to obtain recovery of District losses from the offender, other responsible parties, insurers, or 
other appropriate sources unless the Board should otherwise direct in consultation with General Counsel. 

2105.12 Procedures: 

2105.12.1 Board Responsibilities 
a) If a Board Member has reason to suspect a fraud has occurred, he or she shall immediately contact 

the Districts Managers, or the Board President if the activity involves the Districts Managers, and the 
District's Legal Counsel. 

b) The Board Member shall not attempt to investigate the suspected fraud or discuss the matter with 
anyone other than the Districts Managers or Board President, as the case may be, and the District's 
Legal Counsel. 

c) The alleged fraud or audit investigation shall not be discussed with the media by any person other 
than the General Manager or the Board President after consultation with the District's Legal Coun­
sel and any Internal Audit Committee appointed for the matter. 

2105.12.2 Management Responsibilities 
a) Management staff are responsible for being alert to, and for reporting, fraudulent or related dishonest 

activities in their areas of responsibility. 
b) Each manager should be familiar with the types of improprieties that might occur in his or her area of 

responsibility and be alert for any indication that improper activity, misappropriation, or dishonest activity 
did occur or is occurring. 

c) When an improper activity is detected or suspected, management should determine whether an error or 
mistake has occurred or if there may be dishonest or fraudulent activity. 

d) If a manager determines a suspected activity may involve fraud or related dishonest activity, he or she 
should contact his or her immediate supervisor or the District's General Manager. If the activity involves 
a District Manager, it shall be reported to the Board President or the District's Legal Counsel. 
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ADMINISTRATION I Financial Management 

e) Managers should not attempt to conduct individual investigations, interviews, or interrogations 
other than as directed by the Districts Managers or General Counsel. However, management staff are 
responsible for taking appropriate corrective actions to implement adequate controls to prevent recur­
rence of improper actions. 

fj Management staff must support the District's responsibilities and cooperate fully with the Internal Audit 
Committee, other involved departments, and law enforcement agencies in the detection, reporting, and 
investigation of criminal acts, including the prosecution of offenders. 

g) Management staff must give full and unrestricted access, as permitted by law, to all necessary records 
and personnel to those responsible for identifying, investigating, and remedying fraud and related dis­
honest acts. All District assets, including furniture, desks, and computers, are open to inspection at any 
time. No District officer, agent, or employee has a reasonable expectation of privacy in District property 
and other resources to preclude such inspection. 

h) In dealing with suspected dishonest or fraudulent activities, great care must be taken. Therefore, man-
agement staff should avoid the following: 

1) Incorrect accusations; 
2) Alerting suspected individuals that an investigation is underway; 
3) Treating employees unfairly; and 
4) Making statements that could lead to claims of false accusations or other offenses. 

i) In handling dishonest or fraudulent activities, managers shall: 
1) Make no contact (unless requested) with the suspected individual to determine facts or de­

mand restitution. Under no circumstances should there be any reference to "what you did", 
"the crime", "the fraud", "the misappropriation", etc; 

2) Avoid discussing the case, facts, suspicions, or allegations with anyone outside the District, 
unless specifically directed to do so by the Districts Managers or the Board President; and 

3) Avoid discussing the case with anyone inside the District other than employees who have 
a need to know such as the Districts Managers, Internal Audit Committee, or the District's 
Legal Counsel. 

4) Direct all inquiries from the suspected individual, or his or her representative, to the Dis­
tricts Managers, the Board President, or the District's Legal Counsel. All inquiries by attor­
neys representing a suspected individual should be directed to the District's Legal Coun­
sel. All inquiries from the media should be directed to the Districts Managers or the Board 
President, if the activity involves the General Manager. 

5) Take appropriate corrective and disciplinary action, up to and including dismissal, after 
consulting with the Districts Managers and Legal Counsel, in conformance with District 
policy and applicable law. 

2105.12.3 Employee Responsibilities 
a) A suspected fraudulent incident or practice observed by, or made known to, an employee must be 

reported to the employee's supervisor for reporting to the proper management official. 
b) When an employee believes his or her supervisor may be involved in inappropriate activity, the em­

ployee shall make the report to the next higher level of management and/or the Districts Managers. 
If the activity involves the Districts Managers, it shall be reported to the Board President or the Dis­
trict's Legal Counsel. 
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ADMINISTRATION I Financial Management 

c) A reporting employee shall refrain from further investigation of the incident, confrontation with 
the alleged violator, or further discussion of the incident with anyone, unless requested by the Dis­
tricts Managers, Internal Audit Committee, the District's Legal Counsel, or law enforcement person­
nel. 

2105.12.4 Internal Audit Committee Responsibilities 
a) Upon assignment by the Districts Managers or the Board President, an Internal Audit Committee 

will promptly investigate the allegations. 
b) In all circumstances when there is reason to suspect a criminal fraud has occurred, the Internal Au­

dit Committee, in consultation with the Districts Managers or the Board President, if the General 
Manager is suspected of involvement in the fraud, and Legal Counsel will contact the appropriate 
law enforcement agency. 

c) The Internal Audit Committee shall be available and receptive to relevant, confidential information, 
to the extent allowed by law, after consultation with the District's Legal Counsel. 

d) If evidence is uncovered showing possible dishonest or fraudulent activities, the Internal Audit Com­
mittee will: 

1) Discuss the findings with management and District Management, to the extent 
management and/or the General Manager is not involved in the activities; 

2) Advise management, if the case involves District staff members, to meet with the em­
ployee(s) and his/her designated representative, if applicable, to determine if disciplinary 
action should be taken; 

3) Report to the External Auditor such activities to assess the effect of the illegal activity on 
the District's financial statements; 

4) Coordinate with the District's risk manager regarding notification to insurers and filing of 
insurance claims; 

5) Take immediate action, after consultation with the Legal Counsel, to prevent the theft, al­
teration, or destruction of evidence. Such action shall include, but is not limited to: 

a) Removing relevant records and placing them in a secure location, or limiting ac­
cess to those records 

b) Preventing the individual suspected of committing the fraud from having access to 
the records. 

6) In consultation with the District Legal Counsel and the local law enforcement agency, the 
Internal Audit Committee may disclose particulars of the investigation to potential wit­
nesses if such disclosure would further the investigation. 

7) If the Internal Audit Committee is contacted by the media regarding an alleged fraud or au­
dit investigation, the Internal Audit Committee will refer the media to the District Manage­
ment or Board President if the activity involves the General Manager. 

8) At the conclusion of the investigation, the Internal Audit Committee will document the 
results in a confidential memorandum report to Districts Management or the Board Presi­
dent for action. If the report concludes that the allegations are founded and the District's 
Legal Counsel has determined that a crime has occurred, the report will be forwarded to 
the appropriate law enforcement agency. 

9) The Internal Audit Committee shall make recommendations to the appropriate department 
as to the prevention of future similar occurrences. 
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ADMINISTRATION I Financial Management 

10) Upon completion of the investigation, including all legal and personnel actions, all records, 
documents, and other evidentiary material, obtained from the department under investiga­
tion will be returned by the Internal Audit Committee to that department. 

2105.13 Exceptions 
There will be no exceptions to this policy unless provided and approved in writing by Districts Management, or 
the Board President, with consent from the District Legal Counsel. The Board reserves the right to amend, de­
lete, or revise this policy at any time by formal action of the Board. 
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POLICY TITLE: Budget Preparation 
POLICY NUMBER: 2110 

2110.1 An annual budget proposal shall be prepared by the Administration Manager 

2110.2 Before review by the Board of Directors/Trustees, the Board's Finance Committee shall meet with the 
Administration Manager to review the annual budget proposal. 

2110.3 The proposed annual budget as reviewed and amended by the Board's Finance Committee shall be 
reviewed by the Board at its regular meeting in May. 

2110.4 The proposed annual budget as amended by the Board during its review shall be adopted at its regular 
meeting in June. 
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ADMINISTRATION I Financial Management 

POLICY TITLE: Credit Card Use 
POLICY NUMBER: 2115 

2115.1 Purpose: The purpose of this policy is to prescribe the internal controls for management of District credit 
cards. 

2115.2 Scope: This policy applies to all individuals who are authorized to use District credit cards and/or who 
are responsible for managing credit card accounts and/or paying credit card bills. 

2115.3 Implementation: A credit card shall be issued to District Management and Operators. Credit cards shall 
not be issued or used by members of the Board. Board Members will use their personal credit cards for lawful 
expenses of the District and seek reimbursement on a form provided by the District for that purpose. 

a) All credit card bills shall be paid in a timely manner to avoid late fees and finance charges. The District 
shall not reimburse for late fees and finance charges. 

b) All credit card expenses shall be reasonable and necessary to the furtherance of District business and 
made in accordance with District policy. No personal expenses shall be charged on a District credit 
card. If a transaction involves both personal and District business, the employee shall pay for the trans­
action personally and request reimbursement by the District of the appropriate portion of the expense. 

c) All credit card transactions shall have third-party documents (receipts) attached and the District purpose 
annotated by the cardholder. 

d) The Administration Manager shall review and approve credit card transactions. 
e) All records of the District involving credit card use, including receipts, invoices, and requests for reim­

bursement are disclosable public records to be maintained consistently with the District's records reten­
tion policy. 
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POLICY TITLE: Expense Authorization 
POLICY NUMBER: 2125 

2125.1 All purchases made for the District by staff shall be authorized by the Administration Manager in 
advance, and shall be in confomiance with the approved District budget and applicable District policies. 

2125.2 Any commitment of District funds for a purchase or expense greater than Twenty Thousand Dollars, 
$20,000, that has not been approved in the annual budget, shall first be submitted to the Board of Directors for 
approval, or shall be in confomiance with prior Board action and/or authorizations. 

2125.3 A "petty cash" fund shall be maintained in the District office having a balance-on-hand maximum of 
$200.00. 

a) Petty cash may be advanced to District staff or Board members upon their request and the execution of 
a receipt for same, for the purpose of procuring item(s) or service(s) appropriately relating to District 
business. The maximum petty cash advance shall be $50.00. 

b) No personal checks shall be cashed in the petty cash fund. 
c) The petty cash fund shall be included in the District's annual independent accounting audit. 

2125.4 Whenever employees or Board members of the District incur "out-of-pocket" expenses for item(s) or 
service(s) appropriately relating to District business as verified by valid receipts, said expended cash shall be 
reimbursed upon request from the District's petty cash fund or by warrant request if needed. In those instances 
when a receipt is not obtainable, the requested reimbursement shall be approved by the Administration Man­
ager. The District may establish a reimbursement request form and, if it does, no reimbursement will be made 
without submission of a request on that fomi. 

2125.5 Requests for reimbursement to the District must have a good faith basis. Submission of a request for a 
reimbursement without such a basis shall subject the requestor to appropriate sanctions, up to and including ter­
mination of employment and referral to an appropriate law enforcement agency for prosecution. 

02/22/2024 Board Meeting Packet 
 

Page 13 of 48



ADMINISTRATION I Financial Management 

POLICY TITLE: Receiving/Depositing Remittances 
POLICY NUMBER: 2140 

2140.1 It is the policy of the District that the Administration Manager shall cause appropriate staff to timely 
receive and deposit remittances and to ensure accountability. The Administration Manager shall designate a 
person or position to act under this policy. 

2140.2 Procedures for incoming Checks and Auto Payments: 
a) The Office Assistant opens all mail and collects payments from UPUD in the secure payment box. 
b) Receiving all checks and stamping "for deposit only" 
c) The Office Assistant records each check in the accounting program. 
d) The Office Assistant records all authorized VANCO auto payments 
e) The Office Assistant will record all cash payments in the accounting program and issue a 

prenumbered cash receipt that will accompany deposit documentation. 
~ Office Assistant prepares the bank deposit. 
g) Office Assistant verifies correct coding and dollar amounts coding and accounting for any check 

classified as payment for an administrative service will be verified by the Administration Manager. 
h) The Office Assistant deposits with bank. 
i) The Office Assistant records the deposit in the General Ledger. 
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POLICY TITLE: Debt Management 
POLICY NUMBER: 2155 

This Policy is intended to comply with Government Code Section 8855(i), and shall govern all debt issued by the 
District. The District hereby recognizes that a fiscally prudent debt policy is required to: 

a) Maintain the District's sound financial position. 
b) Ensure the District has the flexibility to respond to changes in future service priorities, revenues, and 

operating expenses. 
c) Protect the District's credit-worthiness. 
d) Ensure that all debt is structured to protect current and future taxpayers, ratepayers, and constituents of 

the District. 
e) Ensure that the District's debt is consistent with the District's planning goals and objectives and capital 

improvement program or budget, as applicable. 

This Policy establishes parameters and provides guidance governing the issuance, management, continuing eval­
uation of, refunding, and reporting on all debt obligations of the District. This Debt Policy shall guide the issuance 
and management of all debt funded through the capital markets, including the selection and management of re­
lated financial and advisory services and products. When used in this Policy, "debt" refers to all indebtedness and 
financing obligations of the District. 

2155.1. Purposes for Which Debt May Be Issued 

2155.1 .1 Long-Term Debt. Long-term debt may be issued to finance the construction, acquisition, and 
rehabilitation of capital improvements and facilities, equipment, and land to be owned and operated by the 
District. Long-term debt financings are appropriate: 

a) When a project to be financed is necessary to provide District services. 
b) When the project to be financed will benefit constituents over several years. 
c) When total debt does not constitute an unreasonable burden to the District and its taxpayers or rate­

payers. 
d) When the debt is used to refinance outstanding debt to reduce the total cost of the debt or to realize 

other benefits of a debt restructuring, such as increased flexibility in the use of cash and reserves. 

2155.1.1.2 Long-term debt financings will not generally be considered appropriate for cur­
rent operating expenses and routine maintenance expenses. The District may use long-term 
debt financings subject to the following conditions: 

a) The project to be financed must be approved by the District Board. 
b) The weighted average maturity of the debt (or the portion of the debt allocated to the 

project) will not exceed the average useful life of the project to be financed by more than 
20%. 

c) The District estimates that sufficient revenues· will be available to service the debt 
through its maturity. 

d) The District determines that the issuance of the debt will comply with the applicable state 
and federal law. 
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2155.1.2 Short-term debt. Short-term debt may be issued to provide financing for the District's opera-
tional cash flows to maintain a steady and even cash flow balance as in anticipation of periodic receipts of prop­
erty taxes and other revenues. Short-term debt may also be used to finance short-lived capital projects. For ex­
ample, the District may undertake lease-purchase financing for equipment consistently with debt limit require­
ments of Article XVI of the California Constitution, Article XVI, section 18. 

2155.1.3 Financings on Behalf of Other Entities. The District may also find it beneficial to issue debt on 
behalf of other governmental agencies or private third parties to further the public purposes of District. In 
such cases, the District shall take reasonable steps to confirm the financial feasibility of the project to be fi­
nanced and the financial solvency of any borrower and that the issuance of such debt is consistent with this 
Policy. 

2155.2. Types of Debt - The following types of debt are allowable under this Debt Policy: 
a) General obligation bonds (GO Bonds) 
b) Bond or grant anticipation notes (BANs) 
c) Lease revenue bonds, certificates of participation (COPs) and lease-purchase transactions 
d) Other revenue bonds and COPs 
e) Tax and other revenue anticipation notes (TRANs) 
n Land-secured financings, such as special tax revenue bonds issued under the Mello-Roos Community 

Facilities Act of 1982, as amended, and limited obligation bonds issued under applicable assessment 
statutes 

g) Tax increment financing to the extent permitted under State law 
h) Refunding Obligations 
i) State Revolving Loan Funds 
j) Lines of Credit 

2155.2.1 The Board may from time to time find that other forms of debt would be beneficial to further its 
public purposes and may approve such debt without an amendment of this Policy. Debt shall be issued as 
fixed rate debt unless the District makes a specific determination as to why a variable rate issue would be 
beneficial to the District in a specific circumstance. 

2155.3. Relationship of Debt to Capital Improvement Program and Budget 

2155.3.1 The District is committed to long-term capital planning. The District intends to issue debt for the 
purposes stated in this Policy and to implement policy decisions incorporated in the District's capital budget 
and capital improvement plan. 

2155.3.2 The District shall strive to fund the upkeep and maintenance of its infrastructure and facilities 
due to normal wear and tear through the expenditure of available operating revenues ("pay as you go"). The 
District shall seek to avoid the use of debt to fund infrastructure and facilities improvements that are the re­
sult of normal wear and tear. 
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2155.3.3 The District shall integrate its debt issuances with the goals of its capital improvement program 
by timing the issuance of debt to ensure that projects are available when needed in furtherance of the District's 
public purposes. 

2155.4. Policy Goals Related to Planning Goals and Objectives 

2155.4.1 The District is committed to long-term financial planning, maintaining appropriate reserves, and 
employing prudent practices in governance, management, and budget administration. The District intends to 
issue debt for the purposes stated in this Policy and to implement policy decisions incorporated in the Dis­
trict's annual operations budgets. 

2155.4.2 It is a policy goal of the District to protect taxpayers, ratepayers, and constituents by using con­
servative financing methods and techniques so as to obtain the highest practical credit ratings (if applicable) 
and the lowest practical total borrowing costs. 

2155.4.3 The District will comply with applicable state and federal law as it pertains to the maximum term 
of debt and the procedures for levying and imposing any related taxes, assessments, rates, and charges. 

2155.4.4 When refinancing debt, it shall be the policy goal of the District to realize, whenever possible, 
and subject to any overriding non-financial policy considerations, (i) minimum net present value debt service 
savings approximately 3.0% of the refunded principal amount, and (ii) present value debt service savings 
equal to or greater than any escrow fund negative arbitrage. The cost of refinancing will always be less than 
the savings. 

2155.4.5 The District shall seek to avoid the use of debt to fund infrastructure and facilities improvements 
in circumstances when the sole purpose of such debt financing is to temporarily reduce annual budgetary 
expenditures. Capital investments intended to reduce District operating costs indefinitely, as by improving 
the efficiency of its operations, are appropriate for long-term debt. 

2155.4.6 The District shall seek to time debt issues to avoid need for unplanned general fund expendi-
tures for capital improvements or equipment. 

2155.5. Internal Control Procedures 

2155.5.1 When issuing debt, in addition to complying with the terms of this Policy, the District shall com-
ply with any other applicable policies regarding initial bond disclosure, continuing disclosure, post-issuance 
compliance, and investment of bond proceeds. Without limiting the foregoing, the District will periodically 
review the requirements of and will remain in compliance with the following: 

a) Any continuing disclosure undertakings entered into by the District in accordance with SEC Rule 
15c2-12 (17 CFR § 240.15c2-12 "Municipal securities disclosure"). 

b) Any federal tax compliance requirements, including, without limitation, arbitrage, and rebate compli­
ance. 

c) The District's investment policies as they relate to the use and investment of bond proceeds. 
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2155.5.2 Proceeds of debt will be held either (a) by a third-party trustee or fiscal agent, which will dis-
burse such proceeds to or upon the order of the District upon the submission of one or more written requisi­
tions by the Administration Manager of the District or his or her written designee, or (b) by the District, to be 
held and accounted for in a separate fund or account to ensure debt proceeds are expended only for the 
purposes for which the debt was issued, the expenditure of which will be carefully documented by the Dis­
trict in records compliance with current accounting standards and subject to the District's annual audit. 
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POLICY TITLE: Internal Controls 
POLICY NUMBER: 2160 

2160.1 There will be established procedures for the adequate separation of duties, including at least the 
following: 

a) A receipt log of all cash/checks received will be prepared timely by the Office Assistant. 
b) The Administration Manager will confirm that the daily deposits agree with the original of the receipt log 

which the District maintains; 
c) The bank reconciliation will be prepared promptly after month-end by the Administration Manager. 
d) All invoices presented for payment must be approved by the Administration Manager or Board; 
e) The Accounting Clerk will process all accounts payable. 
ry Every check above $0 must be signed by two authorized signers as determined by the Districts Check 

Signing Policy; 
g) All paid invoices shall be so marked and filed for reference; 
h) The same employee cannot be responsible for authorizing transactions, collecting, or paying bills, and 

maintaining accounting records. 

2160.2 There will be an annual financial audit and any finding(s) shall be reported to the Board. 

2160.3 There will be biennial audits of the Property/Liability and Workers' Compensation Program claims 
paid by the District and those report(s) will be promptly presented to the Board. 

2160.4 In regard to the District's cash reserve accounts in the Local Agency Investment Fund (LAIF), Cali­
fornia Class (CA CLASS), and UBS Financial the District will maintain a balance for all programs, not to exceed 
the amount as currently authorized by guidelines, and any transfers out any reserve account may only be made 
with the approval of the Board. 

2160.5 Other excess funds shall be deposited in or transferred to such long-term investment accounts as 
the Board may, from time to time, designate by resolution. 

2160.6 Funds in the investment account(s) shall only be withdrawn upon approval of the Board. The requests 
for such transfers shall be requested by the Administration Manager and be supported by detailed information to 
present to the Board. 

2160.7 To maximize interest earnings and manage the District's cash flow needs, the Administration 
Manager will strive to maintain a reasonable balance in the checking accounts to off-set monthly bank charges, 
but at the same time recognizing that surplus funds should be transferred as appropriate investment accounts. 

2160.8 The signing of any checks written on the accounts of the District will be in accordance with the Dis­
trict's check signing policy. All wires or ACH transfers other than the required payroll State and Federal tax pay­
ments or contributions to retirement accounts and preauthorized autopayment service charges, shall be approved 
by the Board prior to transaction. 
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2160.9 The Board confim,s that the Board will review these internal control policies upon completion of each year's 
audit with input from its external auditor. 
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POLICY TITLE: Disposal of Surplus Property or Equipment 
POLICY NUMBER: 2200 

2200.1 
a) 
b) 

Sale of Surplus Equipment: 
The Board takes action to declare equipment surplus. 
The item is then advertised for sale with notation of location/hours/days it can be seen and deadline 
date for submission of sealed bids. (Advertisement also notes that the District reserves the right to reject 
any or all bids, equipment sold AS IS.) 

c) Sealed bids are opened at the next Regular Board Meeting and action is taken by the Board to accept 
or reject highest bid. 

d) Bidders are notified of Board's action. 
e) Junked Certificates are obtained for vehicles that are sold to protect the District from liability. 

2200.2 
a) 

Sale of Real Estate: 
Shall be conducted in accordance with the Surplus Land Act (SLA) and any other applicable laws. The 
SLA is a "right of first refusal" law that requires all local agencies to offer surplus land for sale or lease to 
affordable home developers and certain other entities before selling or leasing the land to any other indi­
vidual or entity. Anytime a local agency disposes of land, it must follow the SLA unless the land qualifies 
as exempt surplus land. Dispositions include both sales and leases (unless the lease is less than five 
years or where no demolition or development will occur during the term of the lease). 

b) https://www.hcd.ca.gov/sites/default/files/docs/planning-and-community/sla­
faq .pdf 

2200.3 Conflicts of Interest: As required by Government Code section 1090 prohibits the same party from 
being on both sides of the contract. No officer or employee of the District who plays any role in declaring District 
property surplus may bid on that property. 
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POLICY TITLE: District Electronic Resources Policy and Procedures 
POLICY NUMBER: 2205 

The District makes every effort to provide its employees with technology resources to conduct business 
more effectively. The District has installed personal computers, local area networks (LANs), electronic mail 
(email), cell phones, and access to the Internet. The purpose of the District's Electronic Resources Policy and 
Procedures is to establish uniform guidelines for use of this technology, including the use of the Internet and 
email. 

Policy 
2205.1 District technology, including computers, copy machines, and internet licenses are provided for Dis-
trict business and are not to be used for personal gain, private purposes (except as described in subsection 
2205.6), campaign purposes, or to support or advocate non-District-related business or purposes. All data and 
electronic messages, including information accessed via the Internet and sent or received through electronic 
mail (email) systems, are the property of the District. All records whether paper or electronic, may be subject to 
disclosure under the California Public Records Act and are not private. Notwithstanding the foregoing, email 
should only be used for the transmission of information and should not be used for preserving information for 
future reference. Information to be retained may be stored electronically on the system/network and/or may be 
converted to a hard copy and archived in a District physical file cabinet. 

2205.2 There is no expectation of personal privacy in any use of District computer systems and software, 
including email and the Internet. The District may, at any time, review the contents of all records, data, and com­
munication transmitted, received, and stored by its electronic systems. This review may include accessing and 
disclosing all electronic documents, information and messages including email and Internet records. 

2205.3 The District purchases, owns, and administers the necessary software and licenses and cell 
phones to provide access to email and Internet services and voice communications in the office, in the field and 
for emergency communications. Users may not rent, copy, or loan District software or its documentation, nor use 
alternative software to access District systems. Users may be subject to discipline for negligence for introducing 
unauthorized software or viruses into District systems whether or not damage arises from that conduct. 

2205.4 The District is not responsible for items originating from the Internet and reserves the right to restrict 
employee access to the Internet or to certain Internet content. 

2205.5 Examples of prohibited uses: 
a) Using the Internet to view, obtain or disseminate any sexually oriented material, images, or messages. 
b) Using the Internet and/or email systems to send or distribute disruptive, offensive, abusive, threatening, 

slanderous, racial, or sexually harassing materials 
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c) Using District computer systems for private purposes, personal gain, solicitation of commercial ven­
tures, campaigns, religious or political causes, chain letters, or other non-job-related purposes (except 
as described in subsection 2205.6 below). 

d) Downloading or installation of software that has not been approved by the District and scanned for 
viruses. 

e) Sending unencrypted confidential documents via the Internet without direction from District 
management to do so during District business. 

D Any other use that may compromise the integrity of the District and its business in any way. 
g) A good rule of thumb when using the computer and email is "never put anything in an email that you 

would not want to see on the front page of the newspaper." 

2205.6 To promote employee computer and Internet proficiency and as an employee benefit, certain 
incidental employee personal use is allowed. This use is only permitted during employee personal time. Exam­
ples include educational enhancement and personal communications, which conform to the above prohibited 
uses. Personal use is secondary and should not (i) interfere with the District's operation of electronic communi­
cations resources, (ii) interfere with the user's employment or other obligations to the District, or (iii) burden the 
District with noticeable incremental costs. The District reserves the right to limit or discontinue incidental personal 
use of its technology resources at any time. More than occasional and incidental personal use of District re­
sources is forbidden by State law. 

2205.7 The acquisition of hardware and software shall follow the normal budgetary and purchasing proce­
dures, ensuring budget authorization is in place. Requests for acquiring hardware and software shall be recom­
mended to the Administration Manager for evaluation and recommendation to the Board. 

2205.8 
a) 

Equipment operation and maintenance: 
The authorized technology staff (in-house or agreemenVcontract) shall assist in evaluating District func­
tional needs and recommend appropriate options for improvement of District technology resources. 

b) Technology staff shall maintain an on-site office automation library of proven and reliable software and 
hardware requiring minimum technical support that is easy to use, enhances District productivity, and is 
compatible with District technology systems. 

c) Technology staff shall maintain an on-site inventory control of all workstation hardware and software. 
d) Technology staff shall provide on-site training and consulting advice on approved software and make 

recommendations as appropriate. 
e) Technology staff shall maintain the District technology systems including all personal computer work­

stations and client server network for the purpose of retrieving data files, sharing licensed applications, 
and nightly data backup. 

D Technology staff shall periodically review the District technology systems for adherence to operating 
standards and implement approved upgrades. 

g) Technology staff shall backup District databases daily, weekly, monthly, quarterly, and annually for ar­
chival and retrieval purposes. 

207925.1 
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2205.9 Security: The Administration Manager must approve remote access to District systems. All com­
puter systems users are responsible for data residing on personal devices used to access District systems re­
motely. Employees may not access systems remotely to incur overtime compensation without advance 
authorization by District management. 

Procedures:2205.10 Passwords: 
a) Users dealing in confidential matters will define their own confidential password. Users should be aware 

that this does not imply that the system may be used for personal communication or that email is confi­
dential or the property of the user. 

b) To ensure the security of the email system, users should routinely change their passwords. Should a 
user forget his or her password, the system may lock them out. 

2205.11 
a) 

Internet and email access: 
Access to the Internet and email is restricted to authorized employees and Board members. The District 
may deny or restrict Internet and/or email access at any time. 

b) When using email and the Internet, employees and Board members are cautioned to remember they 
represent the District and must act professionally, courteously, and so as to not bring an employee or 
the District into disrepute. Employees or Board members may not speak for the District unless they are 
authorized to do so. 

c) Email and Internet messages can be forwarded without the express permission of the original author. 

2205.12 
a) 

Users must use caution in the transmission and dissemination of messages outside the District and 
must comply with District policy. 

Electronic Document, Software and Mail Storage 
Electronic mail is backed-up on a regular basis. It is synchronized with the server on every start-up and 
shut-down. The District back-up procedures allow the District to restore current software, documents, 
and electronic mail upon a system failure. 

b) Electronic mail is not intended to be a permanent storage medium. Electronic in-boxes and out-boxes 
should be regularly archived or purged. The District may, in its discretion, automatically purge older 
mail. 

c) To save critical electronic mail as a permanent record, employees should print out a hard copy for per­
manent filing or save the file on the "C" drive of the desktop or laptop computer assigned to them or to 
another electronic archive designated by District management. 

d) Signature Block: Email sent outside the District should include a signature block at the end of all mes­
sages. The signature block should include the sender's name, title, District name, direct telephone num­
ber, fax number and email address and be in a format approved by District management. 

207925.1 
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POLICY TITLE: Emergency Preparedness 
POLICY NUMBER: 2300 

2300.1 It is the policy of the District to create and maintain an active emergency preparedness program to man­
age the District's critical functions during any emergency and to protect District staff. The District will coordinate 
the emergency plan, function, and response with those responders from the public and private entities and 
organizations charged with emergency services. 

2300.2 Emergency Defined: "Emergency" means the actual or threatened existence of conditions of disaster or 
of extreme peril to critical District functions and the health and safety of staff or the public, caused by such condi­
tions as air pollution, fire, flood, storm, epidemic, pandemic, riot, drought, cyberterrorism, sudden and severe 
energy shortage, plant or animal infestation or disease, the Governor's warning of an earthquake or vol­
canic prediction, or an earthquake, or other conditions, other than conditions resulting from a labor contro­
versy, which are or are likely to be beyond the control of the services, personnel, equipment, and facilities 
of that political subdivision and require the combined forces of other political subdivisions to combat. 

2300.3 Emergency Preparedness: The Board authorizes the establishment of an Emergency Preparedness 
Program, which consists of the nationally-recognized four phases of emergency management: mitigation, pre­
paredness/planning, response, and recovery. District actions will include developing and maintaining a District­
wide emergency plan, identifying and training District staff to activate and use the plan, appointing District staff to 
critical positions identified in the emergency plan, and appointing staff to represent the District in negotiations or 
consultations with other agencies on matters pertaining to response to the emergency and recovery of damaged 
systems and costs incurred during the emergency. 

2300.4 Standardized Emergency Management System: The California Office of Emergency Services regulates 
the Standardized Emergency Management System (SEMS), which was created pursuant to Government Code 
section 8607 following the East Bay Hills Firestorm in 1991. To ensure reimbursement for claims filed after a dis­
aster, all District emergency plans, procedures, and training will follow the SEMS regulations, and coordinate 
with the District-wide emergency plan. 

2300.5 District Emergency Declaration: When an emergency condition arises, the District Management may, in 
consultation with the Board President, declare a "District Emergency." The Board must ratify the declaration 
within 14 days at a regular, special, or emergency Board meeting. 

2300.6 Authorization During District Emergencies: The Districts Declaration of a District Emergency is a public 
acknowledgement of the serious situation the District faces, and that the District's resources may not be ade­
quate to respond to the emergency. The Board, in consultation with District Management, may delegate to the 
authority to suspend competitive bidding and enter into emergency contracts, as authorized by Public Contract 
Code section 22050. 

2300.7 Mutual Aid: The California Master Mutual Aid Agreement (Government Code sections 8561-8617) al­
lows for the implementation of mutual aid during threatened, actual, or declared emergencies. The District Man­
ager, in accordance with the emergency plan, may request mutual aid assistance from other agencies, or 
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commit District resources to other agencies requesting aid. District Management may sign appropriate docu­
ments to effectuate mutual aid and other emergency response agreements. 

2300.8 Continuity of Management: The District's emergency plan will list at least two successors to critical staff 
identified in the plan, including the Operations Manager. If the primary person is unable to respond to an emer­
gency, each successor, in order, may assume all the duties and powers of the primary person. 

2300.9 Status Reports: The Operations Manager will provide annual reports to the Board on the progress of the 
Emergency Preparedness Program. Additional reports will be given to the Board on the effectiveness of the plan 
and District response within 60 days of the occurrence of a declared District emergency. 
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POLICY TITLE: Emergency Response Guideline for Hostile or Violent Incidents 
POLICY NUMBER: 2305 

2305.1 Purpose of the Policy: 
To provide direction for the District Board and staff regarding responses to hostile or violent incidents including 
possible armed intruders or related threats on District facilities or properties. 

2305.2 Background: 
The potential for hostile or violent incidents on District facilities or operational locations always exists. Recent in­
cidents involving armed intruders have occurred in increasing frequency involving injuries and deaths at govern­
ment institutions, offices, and educational facilities. Often, an intruder is a person who is an ex-employee, cus­
tomer, or person known to the District. The person often is upset at an event or person who works at the facility. 
However, armed intruders can be any person with or without a prior relationship with the District or its officers 
and employees. Incidents involving armed intruders can escalate to include multiple persons and potentially tak­
ing of hostages, including District customers. 

Threats of these types are dire emergencies and the safety and well being of employees and/or customers is the 
District's highest priority. 

2305.3 Response to an Incident: 
Any evidence of the exposure to a hostile or violent person or situation on District facilities or operating areas 
should be taken seriously. Any District Manager or employee observing or sensing that a violent or hostile situa­
tion is occurring or threatened should consider precautionary and safety actions. Any event resulting in aware­
ness of a possible violent act including gunfire, explosion, fighting, or scuffling could indicate an incident of vio­
lent potential. Any staff person observing such potential activities should take steps to protect themselves and 
others on the District premises, including but not limited to: 

a) Attempt to communicate the situation to everyone in the facility by means of telephone, texting, email 
and/or radio system including basic information that a potential incident is occurring. If a perpetrator(s) is 
seen or known, information on the person(s) should be provided. 

b) Since different types and levels of workplace violence may require various responses, establishing ba­
sis information on the type of event is essential. Examples are: 
1) Gunfire: Awareness of gunfire in a District facility should result in evacuation to the extent possible. 

If not possible, securing of rooms or offices and notification of others by phone or email is encour­
aged. Calling emergency services via 911 is imperative once it is safe to do so. Remain in the most 
secure location possible until contacted by public safety personnel or a facility supervisor, etc. 

2) Explosion: An explosion could occur naturally or by violent intention. Awareness of an explosion or 
fire in the facility should result in immediate evacuation in accordance with established fire safety 
procedures. Response to a planned location is important so safety personnel can determine who is 
out of the facility. 
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3) Physical or bomb threat: Awareness of a telephone or in-person threat to facility or staff should be 
met with action to evacuate and clear staff from the threatened area. Calling 911 as soon as it is 
safe to do so is imperative. 

4) Situations involving hostages: If a possible hostage incident is known, evacuation of the facility is 
paramount to safety of persons in the area. Contact 911 as soon as it is safe to do so. 

5) Irate customer/threat at counter or meeting: When any person threatens a staff person or customer 
at a District facility in a manner causing fear for safety, action to summon public safety personnel by 
911 should be taken. In no way should steps be taken to physically confront or subdue such a per­
son except in defense of life at the facility. If a volatile situation occurs at a Board or other public 
meeting, the person chairing or hosting the meeting should take steps to control the situation or ad­
journ the meeting to abate the confrontation, if possible. In event of threatening or hostile situation, 
call 911 immediately and proceed with evacuation or other appropriate actions. 

2305.4 Planning for Emergency Incidents: Steps should be taken to plan response capabilities for emergencies 
in addition to fires, earthquakes, etc. that may involve hostile situations. These include but are not limited to: 

a) Preparation of a facility evacuation plan for each room. Post the plan at each doorway and hallway exit. 
Establish a safe area zone for staging. 

b) Procedures to lock both exterior and interior doors to secure the facility. 
c) Develop an emergency notice code for intercom, email and radio to facility and District staff. 
d) Develop a radio communication alert code to notify other District staff so they will not return to the facility 

during the incident until cleared to do so by public safety personnel. 
e) Training of all personnel in dealing with customers, employees, and other persons in threatening situa­

tions and how to identify and assess potential threats or volatile situations. All employees assigned or 
expected to serve at the front desk or counter shall receive such training regularly. 

All employees and members of the Board shall receive training on response to violent or hostile incidents. In the 
event of a potential incident, employees should notify a supervisor, or a District Manager as may be possible or 
call 911. If assessment of a possible threat is needed, the District Manager or ranking staff person shall be noti­
fied. Public safety personnel shall be contacted by 911 whenever a perceived threat is considered valid. 

2305.5 Actions for Violent or Armed Threat Situation: The existence or potential for an event involving a violent 
person or armed intruder at a District facility should be considered an emergency condition. Actions could in­
clude some or all of: 

a) Notify your supervisor or District Manager and other staff immediately if a threat is received but not ac­
tively in process. If validated, contact public safety by calling 911 immediately. 

b) The District Manager or ranking staff member shall evaluate the situation and consider appropriate ac­
tions including shutting down operations and evacuation and/or locking down the facility until public 
safety response abates the threat. 

c) Initiate notification of other facility staff of active threat by emergency code procedure. Evacuate the fa­
cility if possible. Secure money or computer equipment if time allows. 

d) Activate an alarm for notifying other staff or an alarm company if one is engaged by the District. A call 
contact would be included in procedure to double check for safety at the facility. 
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e) Upon sighting an armed intruder, an alert to all employees should be made by text, email, or radio. 
D Secure your work area or evacuate if safely possible. If not able to evacuate, find a safe hiding place 

and stay put until contacted by public safety personnel. 
g) Once outdoors after an evacuation, proceed to designated staging area to report in for identification. 

Inform public safety personnel of any information on the incident. 
h) Attempt to remain calm and assist others; wait for instructions from public safety or supervisory person­

nel. 
i) Do not attempt to look around to see what is happening. Evacuate whenever possible and with others in 

areas you see directly. Do not confront or attempt to apprehend a violent perpetrator unless directly at­
tacked for self-defense. Do not assume someone already called 911, call them immediately. 

2305.6 Post Event Actions: Following the clear announcement of ending of a violent or hostile-person situation, 
contact public safety or supervisory personnel for instructions. Report any first hand observations or other 
knowledge of the incident. Contact your family and immediate friends so they will not take any unnecessary ac­
tions to respond to new reports. Await direction as to return to work or other steps dependant on level of the inci­
dent. If not able to do so, consult with your supervisor or notify the ranking person on-site. 

An Emergency Response Coordinator shall evaluate and debrief any major incident and take needed steps to 
abate the conditions after the event and prepare as necessary for continued operations. Planning and actions to 
address conditions are expected and your input via your supervisor is important. There may be the potential to 
lock-down or close the facility for some time or other corrective steps. If necessary, seek direction on what ac­
tions you should take to assist in procedure. 
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POLICY TITLE: Workers' Compensation 
POLICY NUMBER: 2310 

2310.1 All employees are covered for Workers' Compensation, effective the first day of employment. Work-
ers' Compensation provides employees and/or their beneficiaries with certain benefits in the event of a work re­
lated illness, injury, or accidental death. The District pays the full cost of this coverage. If an employee sustains a 
work-related illness or injury, he or she must report the illness or injury to District Management, within 24 hours 
of the occurrence. Failure to do so could result in a delay in benefits. 

2310.2 All payments for lost wages or salary due to a work-related illness or injury, medical treatment, and 
any other benefits will be made by the workers' compensation claims administrator or insurance carrier as re­
quired by law. Workers' Compensation benefit payments may be coordinated with any accrued sick leave or va­
cation leave as part of a medical or disability leave of absence. For more information about Workers' Compensa­
tion benefits, please contact [designated Claims/Loss Prevention Manager] or your supervisor. 

2310.3 The District provides medical treatment for work-related injuries and illnesses through designated 
hospitals or clinics. Clinics are selected due to their experience in treating work-related injuries; an emergency 
hospital may be needed in major injury situations and used for first treatment pending added review by [desig­
nated Claims/Loss Prevention Manager]. 

2310.4 Employees who are injured in a work-related accident will be referred to the designated clinic un-
less the District has received a written notice that the employee wishes to be treated by his/her own health care 
provider. This notification must have been submitted to the employee's supervisor before any injury. 

2310.5 Any supervisor who learns that an employee has incurred a work-related illness or injury shall pro-
vide that employee with a notice of his or her right to seek workers' compensation benefits in a form provided by 
the Administration Manager. 

2310.6 Notices of workers compensation benefits shall be posted annually as required by law. 
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POLICY TITLE: Customer Relations 
POLICY NUMBER: 2400 

2400.1 Employees are expected to be polite, courteous, prompt, and attentive to every customer. Never regard 
a customer's question or concern as an interruption or an annoyance. All employees must make every effort to 
achieve complete, accurate, and timely communications - responding promptly and courteously to all proper 
requests for information and to all complaints. 

2400.2 Direct incoming calls to the appropriate person and make sure the call is received. Through your con­
duct, show your desire to assist the customer in obtaining the help he or she needs. If you are unable to help a 
person requesting assistance, find someone who can. 

2400.3 All correspondence and documents, whether to customers or others, must be neatly prepared. Attention 
to accuracy and detail in all paperwork demonstrates your commitment to those with whom we do business. 

2400.4 When an employee encounters an uncomfortable situation that he or she does not feel capable of han­
dling, a District Manager should be called immediately for assistance. Employees should never argue with a 
customer. If a problem develops, or if a customer remains dissatisfied, ask management to assist in a resolution. 
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POLICY TITLE: Press Relations 
POLICY NUMBER: 2405 

2405.1 Purpose: 
The purpose of this policy is to provide an orderly presentation to the press of factual information about District 
activities and Board action. 

2405.2 Press Relations: 
The Administration Manager is hereby designated as the official representing the District to the press. 
Employees of the District shall refer all press inquiries to the Administration Manager. Board members and other 
District officials are encouraged to refer press inquiries regarding District activities and Board actions to the 
Administration Manager or the President of the Board of Directors. Individual Board members should take care 
not to represent their own opinions as those of the Board or the District, even when those opinions coincide with 
formal Board action. 

2405.3 Press Releases: 
Press releases regarding the District shall be approved by the Administration Manager and the President of the 
Board of Directors. Whenever possible and in compliance with applicable law, all members of the Board shall be 
given an opportunity to review proposed press releases. Board members should take care not to comment on 
proposed press releases outside Board meetings in a way that might constitute a serial meeting violation of the 
Brown Act. Thus, comments should be directed to the President of the Board, the Administration Manager, or 
both, but not to other members of the Board. 
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POLICY TITLE: Public Complaints 
POLICY NUMBER: 2410 

2410.1 The Board of Directors desires that public complaints be resolved at the lowest possible administrative 
level, and that the method for resolution of complaints be logical and systematic. 

2410.2 A public complaint is an allegation by a member of the public of a violation or misinterpretation of a 
District policy, or state, or federal law, by an individual who has been adversely affected by that alleged violation 
or misinterpretation. 

2410.3 Complaints shall be resolved as follows: 
a) An individual with a complaint should first discuss the matter with Administration staff to resolve the mat­

ter informally, if possible. 
b) If an individual registering a complaint is not satisfied with the disposition of the complaint by Administra­

tion staff, the complaint shall be forwarded to the Administration Manager. 
c) If an individual filing a complaint is not satisfied with the disposition of the matter by the Administration 

Manager, he/she may request consideration by the Board of Directors by filing said request in writing 
within ten (10) days of receiving the Administration Managers decision. The Board may consider the 
matter at its next regular meeting, call a special meeting, or decline to consider the matter further. In 
making a decision, the Board may conduct conferences, hear testimony, and review the materials pro­
vided to the Administration Manager by the individual registering the complaint. The Board's final deci­
sion shall be memorialized in writing, copied to the individual registering the complaint. 

2410.4 This policy is not intended to prohibit or deter a member of the community or a staff member from ap­
pearing before the Board to orally present testimony, a complaint, or a statement about actions of the Board, 
District programs and services, or pending considerations of the Board as permitted by the Brown Act. Nothing 
in this policy shall alter the duties of District employees to protect the District's confidences and avoid insubordi­
nation and as otherwise provided by law and District policy. 
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POLICY TITLE: Social Media Use 
POLICY NUMBER: 2415 

2415.1 Purpose: 
The policy outlines the protocol and procedures for use of social media to publicize District services and events. 
In addition, this policy addresses the responsibilities of employees and District officials about social media and 
the use of District resources (time/equipment), as well as responsibilities related to the public records and open 
meeting laws. 

2415.2 
a) 

Definitions: 
Social media: Various forms of discussions and information-sharing, including social networks, biogs, 
video sharing, podcasts, wikis, message boards, and online forums. Technologies include: picture-shar­
ing, wall-postings, fan pages, email, instant messaging and music-sharing. Examples of social media 
applications include but are not limited to Google and Yahoo Groups (reference, social networking), 
Wikipedia (reference), Facebook (social networking), YouTube (social networking and video sharing), 
Flickr, (photo sharing), Twitter (social networking and microblogging), Linkedln (business networking), 
and news media comment sharing/blogging. 

b) Social networking: The practice of expanding business and/or social contacts by making connections 
through web-based applications. This policy focuses on social networking as it relates to the Internet to 
promote such connections for District business and for employees, and elected and appointed officials 
who are using this medium in the conduct of official District business. 

c) "Posts" or "postings" means information, articles, pictures, videos, or any other form of communication 
posted on a District social media site. 

Policy: 
2415.3 No District social media site may be created without the approval of the General Manager or his or 
her designee. All District social media sites created on behalf of the District, by its employees on District time, or 
using other District resources are the property of the District and shall be administered and regularly monitored 
by the Administration Manager. These social media sites shall be used only to inform the public about District 
business, services, and events. Individual departments may not have their own pages/sites. Individual depart­
ments wishing to add content to District social media sites may submit a request to the Administration Manager. 
The District's web site, www.murphyssd.org, will remain the primary location for content regarding District busi­
ness, services, and events. Whenever possible, links within social media formats should direct users to the Dis­
trict web site for more information, forms, documents, or online services necessary to conduct business with the 
District. District social media sites shall clearly state that such sites are public social media sites maintained by 
the District and that the sites comply with this Social Media Use Policy. 

2415.4 District employees and appointed and elected officials shall not disclose information about confi-
dential District business on the District's social media sites, personal social media sites, or otherwise. In addition, 
all use of social media sites by elected and appointed officials shall be in compliance with California's open 
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meeting laws, which prohibit serial meetings of a majority of the Board or another legislative body of the District 
via email or other electronic means. Members of the Board, committees and/or legislative bodies may answer 
questions, provide information to the public, and solicit information from the public regarding a matter that is 
within the subject matter jurisdiction of the legislative body. However, members of the Board, committees 
and/or legislative bodies shall not respond to, "like", "share", retweet, or otherwise respond directly to any com­
munication on a social media site made by another member of the body on which they serve, and within the sub~ 
ject matter jurisdiction of the body. Members of the same legislative body may not otherwise use social media 
sites to discuss business within the subject matter jurisdiction of the legislative body amongst themselves. 
Employees and appointed and elected officials' posts to non-District social media sites are a reflection of their 
own views and not necessarily those of the District and should not suggest otherwise. 

2415.5 
a) 

Posting/Commenting Guidelines: 
All postings made by the District to social media sites will contain information and content that has al­
ready been published or broadcast by the District. The District will not comment on other social media 
member's sites. All official social media postings by the District will be done solely on the District's social 
media sites or in response to postings made on the District's social media sites. Officers, employees, 
and agents of the District representing it on District social media sites shall conduct themselves profes­
sionally and in accordance with all District policies. All District social media sites shall use authorized 
District contact information for account set-up, monitoring, and access. Personal email accounts or 
phone numbers may not be used to set up, monitor, or post to a District social media site. All passwords 
and account credentials are property of the District. 

b) The District reserves the right to remove from its social media sites content that it finds to violate this 
policy or applicable law, consistent with Federal and State law. 

c) The District will only post photos for which it has copyright or the owner's permission. 
d) District social media sites are subject to the California Public Records Act. Any content maintained on a 

District social media site that is related to District business, including a list of subscribers, posted com­
munication, and communication submitted for posting, may be considered a public record and subject 
to public disclosure. All postings on District social media sites shall be sent to a District email account 
and maintained consistently with the Public Records Act, provided, however, that any material removed 
from a District social media site consistent with this policy shall be considered a preliminary draft, note 
or memorandum not retained by the District in the ordinary course of business and shall not constitute a 
public record of the District required to be retained consistently with the District's records retention 
schedules. 

e) The District, its employees, and appointed and elected officials will not use chat functions on social me­
dia sites. 

n Links to all social media networks to which the District belongs will be listed on the District's website. 
Interested parties wishing to interact with these sites will be directed to visit the District's web site for 
more information on how to participate. 

g) The District reserves the right to terminate any District social media site without notice or to temporarily 
or permanently suspend access to District social media at any time. The District reserves the right to 
implement or remove any functionality of its social media site, at the discretion of the Administration 
Manager or his or her designee. This includes, but is not limited to, information, articles, pictures, vid­
eos, or any other form of communication that can be posted on a District social media site. 
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h) District social media sites may contain content, including but not limited to, advertisements or hyperlinks 
over which the District has no control. The District does not endorse any hyperlink or advertisement 
placed on District social media sites by the social media site's owners, vendors, or partners. 

i) Authorized employees may post to social media platforms only during working hours. After-hours or 
weekend postings may only be made with prior approval of the Administration Manager or his or her 
designee. 

j) Any person authorized to post items on any of the District's social media platforms shall review, be fa­
miliar with, and comply with this policy and each social media site's terms and conditions of use. 

k) Any person authorized to post items on behalf of the District to any of the District's social media sites 
shall not express personal views or concerns through such postings. Instead, postings on any of the 
District's social media sites on behalf of the District shall only reflect the views of the District. 

I) Posts must contain information that is freely available to the public and not be confidential as defined by 
any District policy or state or federal law. 

m) Posts may NOT contain any personal information, except for the names of people available for contact 
by the public as representatives of the District. Posts to District social media sites shall NOT contain any 
of the following: 
1)Comments that are not topically related to the information commented upon. 
2)Comments in support of, or opposition to, political campaigns, candidates, or ballot measures. 
3) Profane language or content. 
4)Content that promotes, fosters, or perpetuates discrimination based on race, creed, color, age, reli­

gion, gender, marital status, or status about public assistance, national origin, physical or mental disa­
bility, gender identity, gender expression, sexual orientation, or any other category protected by fed­
eral, state, or local law. 

5)Sexual content or links to sexual content. 
6)Solicitations of commerce. 
?)Conduct or encouragement of illegal activity. 
8) Information that may tend to compromise the safety or security of the public or public systems; or 
9)Content that violates a legal ownership interest of any other party, such as trademark or copyright 

Procedures: 

infringement; or any content that is confidential, sensitive, or includes proprietary information, or that 
otherwise violates another person's right to privacy. 

2415.6 The Administration Manager or his or her designee will be responsible for responding to comments 
and messages as appropriate. The District will direct users to the District's web site for more information, forms, 
documents or online services necessary to conduct business with the District. 

2415.7 The District may invite others to participate in its social media sites. Whether to permit public partici­
pation in social media sites will be based upon the best interests of the District, as determined by the Administra­
tion Manager or his or her designee, and the requirements of federal, state, and local law. 
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Responsibilities: 
2415.8 It is the responsibility of employees and appointed and elected officials to understand the proce-
dures as outlined in this policy. 

2415.9 Employees who are not designated by the Administration Manager to access social media sites for 
District business are prohibited from accessing personal social media sites utilizing the District computer equip­
ment and/ or the District's web access. While at work, employees who are not granted access via District sys­
tems and computing equipment may use personal computing devices and personal web accounts to access so­
cial media sites only during non-working hours such as lunch periods and breaks. State law provides that more 
than occasional or incidental personal use of District resources is a crime. 

2415.10 The Administration Manager will determine if a requested use of District social media sites or other 
District resources is appropriate and complies with this policy. 

2415.11 All content on District social media sites must comply with District web standards, the rules and reg-
ulation of the social media site provider, including privacy policies, and applicable law. Employee and District 
confidentiality shall be maintained in accordance with all applicable laws and District policies. If a question arises 
regarding the use or posting of confidential information on a social media site, the matter shall be referred to the 
Administration Manager. The information in question shall not be posted, or if already posted, shall be removed 
until an opinion is rendered by the Administration Manager or, at his or her request, Legal Counsel. Notwith­
standing the opinion of the District counsel, the Administration Manager reserves the right to restrict or remove 
District information from a District social media site if the Administration Manager concludes the information does 
not serve the best interest of the District. 

2415.12 All social media-based services to be developed, designed, managed by, or purchased from any 
third-party source for District use requires appropriate budget authority and approval from the Board of Directors. 

2415.13 The District reserves the right to change, modify, or amend all or part of this policy at any time. 
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POLICY TITLE: District Web Page 
POLICY NUMBER: 2420 

Policy: 
2420.1 It is District policy to control the content and accuracy of the information provided· on the District's Web 
page. All information will be directed to the Administration Manager or his or her designee. All information posted 
on the District website must be consistent with the District's mission and public interest and the District's social 
media use policy and applicable law. 

Procedure: 
2420.2 Any District Board member, official, or employee may request postings to the District Web page through 
the Administration Manager or his or her designated representative. Postings must be non-political in nature and 
support the District's mission. The Administration Manager shall approve, modify, or deny the request. Postings 
shall be submitted in Word format as an e-mail attachment unless only a hard copy is available. In either case, it 
is the submitter's responsibility to check the item for accuracy both prior to submission and after posting to the 
Web page to ensure no inadvertent errors appear on the final document. The submitter shall inspect the posted 
submission within 24 hours of posting. 

a) The Administration Manager or his or her designee shall submit the approved request. 
b) The Administration Manager or his or her designee shall also manage removal of outdated postings. 

2420.3 Privacy Policy. 
[Updated 2/14/2024] 

The following privacy policy shall be posted to the District's website under a link on the home page. 

The Murphys Sanitary District ("District," "we" or "us") is concerned about privacy issues and wants you to be 
familiar with how we collect, use and disclose information. We are pleased to provide this Privacy Policy to 
inform you of our practices as information that we collect through this website. Please note that this Privacy 
Policy applies only to our on line information-gathering and dissemination practices conducted in connection with 
this website, and does not apply to any of our practices conducted offline. If you have any questions or 
comments about the Privacy Policy or our privacy practices, please contact us at [contact email address]. 

By accessing or using this website, you agree with all the terms of this Privacy Policy, so please do not access 
or use this website if you do not. 

We may change this Privacy Policy at any time. Please look at the "Updated" legend at the top of this page to 
see when this Privacy Policy was last revised. Any changes to this Privacy Policy will become effective when 
posted to this website. By accessing or using the website after any such changes, you accept the revised 
Privacy Policy. 
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Personal Information We May Collect: 

We collect two types of information through this website: Personal Information and Other Information. "Personal 
Information" is information that identifies you or relates to you as an individual. "Other Information" is any 
information that does not reveal your specific identity or does not directly relate to an individual. Other 
Information is addressed below, under the heading "Other Information". 

We may collect Personal Information through the Sites such as: 
• Name 
• Email address 
• Mailing Address 
• Preferences for electronic or physical delivery of newsletters 

We may use Personal Information: 
• to respond to your inquiries and fulfill your requests, such as to send you information, to register you for 

events, and to provide you District services. 
• to keep a record of your contact information and correspondence if you contact us through this website 

and to respond to you. 
• to send you administrative information, including information regarding the websites and changes to our 

terms, conditions, and policies. 
• to facilitate social sharing functionality. 
• for our internal business purposes, such as improving or modifying this website and operating and 

expanding our services. 
• as we believe to be necessary or appropriate: (a) under applicable law, including laws outside your 

country of residence; (b) to comply with legal processes; ( c) to respond to requests from public or 
government authorities, including public or government authorities outside your country of residence; (d) 
to enforce our terms and conditions; (e) to protect our operations or those of any of our affiliates; (D to 
protect our rights, privacy, safety or property, or yours or others'; or (g) to pursue available remedies or 
limit the damages that we may sustain. 

Security: 
We use reasonable organizational, technical, and administrative measures to protect Personal Information under 
our control. Unfortunately, no data storage system or method of Internet data transmission is perfectly secure. 
Please do not send sensitive or confidential information to us by email or by any other means in connection with 
this website. If you have reason to believe that your communications with us have been compromised in any 
way, please immediately notify us of the problem by contacting us as provided in the "Contact Us" page of this 
website. 
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Contacting Us: 

If you have any questions about this Privacy Policy, please contact us by email at [contact email address] or by 
other means as noted on the "Contact Us" portion of this website. 
Please note that email communications are not secure; accordingly, please do not include credit card 
information or other sensitive or confidential information in your emails to us. 
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POLICY TITLE: California Public Records Act Response Procedures 
POLICY NUMBER: 2425 

The California Public Records Act (Government Code, section 7920.000 et seq.) grants California residents im­
portant rights to obtain access to records held by public agencies. The District adopts this policy to clarify how it 
will respond to requests for records under the Public Records Act. 

2425.1 All requests for public records shall be in writing on a fonn approved by the Board of Directors/Trustees, 
unless the request is to review an agenda, agenda reports, or minutes of the Board or ordinances or resolutions 
of the Board or any of its committees, which are available in the District office. 

2425.2 District staff will respond to all requests as soon as possible after they are received, but not later than 10 
days after receipt of the request to either state whether the District has responsive records or request an exten­
sion of up to 14 days to make that determination pursuant to Government Code section 7922.535. 

a) District staff shall review each request and detennine whether it seeks identifiable records. If not, District 
staff shall offer to help the requestor identify records responsive to the request. 

b) District staff shall request all Board members and District staff who may have the records requested to 
search their files. Board members and District staff must report whether they have responsive records 
and, if so, when the records can be made available to the requestor. 

c) District staff shall respond to the requestor, advising him or her in writing of the availability of the docu­
ments, a description of the medium (paper, electronic fonnat, etc.) and location of the records, and 
whether any are exempt from disclosure under the Public Records Act. To the extent feasible, District 
staff will provide suggestions to overcome any practical basis for denying access to the records sought. 

d) If a request is made for copies of records, District staff shall also advise the requestor of the estimated 
copying cost. The District shall make any disclosable records it holds in electronic format available in 
such format when requested. 

e) The person requesting the copies shall pay the charges for the requested copies established by the 
Board. At present those are: [$1.00 for the first page, $.05 each additional page, $.10 per page for Politi­
cal Refonn Act materials, CD's-$5.00, DVD's $10.00]. District staff shall not make the requested copies 
until a deposit of the estimated copying cost is received and shall not release the copies until the actual 
copying cost is paid. 

2425.3 In accordance with the Public Records Act, District staff will provide specific, identifiable records but will 
not research records for particular types of infonnation, as distinct from records, or analyze information which 
may be contained in public records. District staff has no obligation to create records in response to a Public Rec­
ords Act request. 

2425.4 District staff will respond to requests for public records in accordance with the Public Records Act as the 
Act now exists or may hereafter be amended, and nothing in this policy is intended nor shall it be construed to 
conflict with the terms of the Public Records Act. 
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POLICY TITLE: Electronic Document Retention Policy 
POLICY NUMBER: 2430 

The Electronic Document Retention Policy of the District governs the retention of text messages, voicemail mes­
sages, social media posts, and email messages sent or received in the conduct of District business. 

2430.1 Definitions 
a) Email Message: An electronic communication sent and received via web mail or email client. 
b) Social Media: Various forms of discussions and information-sharing, including social networks, biogs, 

video sharing, podcasts, wikis, message boards, and online forums. Technologies include: picture­
sharing, wall-postings, fan pages, email, instant messaging and music-sharing. Examples of social me­
dia applications include but are not limited to Google and Yahoo Groups (reference, social networking), 
Wikipedia (reference), Facebook (social networking), YouTube (social networking and video sharing), 
Flickr, (photo sharing), Twitter (social networking and microblogging), Linkedln (business networking), 
and news media comment sharing/blogging. 

c) Text Message: An electronic, written communication sent and received via telephone or Internet con­
nection. 

d) Voicemail Message: An electronic, aural communication sent or received via telephone or Internet con­
nection. 

2430.2 Text Messages, Voicemail Messages, and Social Media 
Text messages, voicemail messages, and social media posts not saved to an archive or a more permanent me­
dium are intended to be ephemeral documents, not preserved in the ordinary course of business. Accordingly, 
they do not constitute disclosable public records, as that term is defined by Government Code section 7920.530, 
subdivision (e). The Board of Directors and District staff are not required to retain these electronic documents. 
Business done on behalf of the District that requires the creation and preservation of records should be conduct­
ed in other media. 

2430.3 Email Messages 
a) Email messages sent or received by the District's computer systems from the date this policy is adopted 

will be preserved for two years and made available for public inspection on the same terms as other 
District records. 

b) Except as provided inc) below, Board members and District staff are required to use (or copy to an ad­
dress on) the District's computer systems for all email messages regarding District business. Such 
email messages fall within a) above, i.e., they will be preserved for two years and made available for 
public inspection on the same terms as other District records. 

c) The District will continue to comply with Government Code§ 54957.5 which deems to be a public rec­
ord any document communicated to a majority of the Board members, whether at the same time or se­
riatim, with respect to an item of District business regardless of the means of that communication, in­
cluding via non-District email accounts. Board members are encouraged to forward such email mes­
sages not received by the District's computer systems nor copied to District staff or to an email address 
designated for that purpose so they can be preserved in the District's email retention system, relieving 
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d) individual Board members of any duty to preserve such email messages or make them available for 
public inspection. 

e) This policy applies only to the conduct of District business that is subject to the Public Records Act. It 
has no application to communications to or from Board members in their other public and private capac­
ities or communications to or from District staff that are personal, private, or otherwise not District busi­
ness. 

02/22/2024 Board Meeting Packet 
 

Page 43 of 48



STAFF REPORT 

DATE: February 22, 2024 

TO: Members of the Board 

FROM: Kristina Fillmore, Administration Manager 

SUBJECT: Revised (redlined) Proposed Policies-Discussion Only 

Summary: 

The attached policies were reviewed by the Board at the January 25, 2024, Special 

Meeting. After discussion the Board recommended revisions to these policies. 
\ 

Attached (redlined) policies: 

1. Board and Staff Communications 

2. Administration and Operation Managers Authority 
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■ 
GENERAL 

POLICY TITLE: Board/Staff Communications 
POLICY NUMBER: 1020 

Objectives: Effective governance of the District relies on the cooperative efforts of the agency's elected 
Board, who set policy and priorities, and the District's staff members, who analyze problems and issues, to make 
appropriate recommendations, and implement and administer Board policies. It is the responsibility of District 
staff to ensure Board members have access to information and to insure such information is communicated 
completely and with candor to those making the request. However, Board members should avoid intrusion into 
those areas that are the responsibility of District staff. Individual Board members must avoid intervening in staff 
decision-making, the development of staff recommendations, scheduling of work, and executing department 
priorities without the prior knowledge and approval of the Administration and/or Operation Manager (District 
Management) and Board as a whole. This is necessary to protect District staff from undue influence and pres­
sure from individual Board members and to allow staff to execute priorities given by management and the Board 
without fear of reprisal. 

Role of the Board: As the legislative body for the agency, the Board is responsible for approving the District's 
budget, setting policy goals and objectives and adopting strategic plans. The primary functions of the District 
staff members are to execute Board policy and other Board actions and to keep the Board well informed. 

Individual members of the Board should not make attempts to pressure or influence staff decisions, recommen­
dations, workloads, schedules, and department priorities, without the prior knowledge and approval of the Board 
as a whole. If a Board member wishes to influence the actions, decisions, recommendations, workloads, work 
schedule, and priorities of staff, that member must prevail upon the Board to do so as a matter of Board policy. 

Board members also have a responsibility of information flow. It is critical that they make extensive use of staff 
and agency reports and Board meeting minutes. Board members should come to meetings prepared; having 
read the agenda packet materials and supporting documents, as well as any additional information or memo­
randa provided on agency projects or evolving issues. Additional information may be requested from staff, if 
necessary. 

Individual Board members, as well as the Board as a whole, are permitted complete freedom of access to any 
information requested of staff and shall receive the full cooperation and candor of staff in being provided with any 
requested information. District Management or Legal Counsel will pass critical information to all Board mem­
bers. 

There are limited restrictions when information cannot be provided. Draft documents (e.g. staff reports in pro­
gress, etc.) are under review and not available for release until complete and after review by District staff. In ad­
dition, there are legal restrictions on the agency's ability to release certain personnel information 
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GENERAL 

even to members of the Board. Any concerns Board members may have regarding the release of infonnation or 
the refusal of staff to release infonnation, should be discussed with Legal Counsel for clarification. 

Policies: There shall be mutual respect from both staff and Board members of their respective roles and re­
sponsibilities at all times. There is a need for access to staff by Directors and at the same time, unlimited access 
could result in work priority conflicts for staff. 

Purpose: The purpose of the policies listed below is to facilitate Board/staff communications consistent with 
these principles. 

1020.1 All requests for information or questions by the Board to staff outside of a Board or Committee meet­
ing, shall be directed to District Management and shall include the desired time and date for receiving the infor­
mation. Staff will confirm the date they can provide the information. So that all Board members are equally in­
fonned, all written informational material requested by any Director shall be submitted by staff to all Board mem­
bers with the notation indicating which Board member requested the infonnation. If a Board member requests 
information from any other member of the staff, staff may either direct the matter to any of the District Managers 
or may ask the Board member to contact the District Managers directly. 

1020.2 Individual Directors cannot directly assign work to staff members. Board-initiated projects will follow 
organizational channels, through District Management, unless there is an emergency. As no formal procedure 
will answer all cases, the following should be considered as a guide and used with restraint and judgment: 

a) Directors should clear all short-term requests of staff with District Management prior to contacting indi­
vidual members of the staff and, in most cases, District Management should direct and handle the 
request for the Director. 

b) For long-term, involved studies or where the matter includes confidential material, District Management 
should be contacted, and the subject matter discussed with the full Board at a Board meeting prior to 
staff working on the assignments. 

c) In the event that the staff is a participant or representative of a Committee or Work Group of the Board, 
the Board may contact the staff member directly to request or provide infonnation or confer regarding 
matters of the Committee or Work Group. 

1020.3 At Board meetings and other public meetings, respectful communication is expected. Staff is encour-
aged to give their professional recommendations, and the Board should recognize that staff may make recom­
mendations that could be viewed as unpopular with the public and with individual Board members. Board mem­
bers may request clarification and ask questions of staff at public meetings, and Directors are encouraged to 
participate in healthy discussions amongst each other regarding items under discussion on the Agenda. 
However, Directors should refrain from debate with staff at Board meetings about staff recommendations or 
other items being discussed. Staff must recognize that the Board, as the decision maker, is free to reject or 
modify a staff recommendation and that the Board's wishes will be implemented by staff even if it was contrary 
to a staff recommendation~ 

1020.4 Directors shall not attempt to coerce or influence staff, included in the making of recommendations, 
the awarding of contracts, the selection of consultants, the processing of any projects or applications, or the 
granting of permits. Directors shall not attempt to change or interfere with the operating policies and practices of 
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■ 
any district department through interaction with staff. Individual Directors may discuss these items with District 
Management to get clarification or raise concerns. 

GENERAL 

1020.5 Board members should not make public comments critical of the performance of a District staff mem­
ber. Any concerns by a Director over the behavior or work of a district employee during a Board meeting should 
be directed to District Management privately to ensure the concern is resolved. All complaints about employees 
from Directors should be submitted privately to District Management or, if a complaint concerns the District Man­
agement District Management, to Legal Counsel. 

1020.6 Staff will respect the right of Directors to refuse to provide information or answers to staff and recog-
nize that Directors may be bound by other rules of law or procedure that do not permit the Director to speak 
about the subject matter presented. If a Director violates any of the policies regarding communications as stated 
in this policy, any member of staff has the right to request that the Director speak directly with the District 
Manager about the subject matter presented without any fear of reprisal. 
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■ 
GENERAL 

POLICY TITLE: Overview of the Administration and Operation Managers (District Managers, District Man­
agement) Authority 
POLICY NUMBER: 1050 

1050.1 The District Managers are employees of the District. The Board appointed an Administration Manager 
and Operations Manager. The Administration Manager is the administrative head of the District under the direc­
tion of the Board of Directors and shall be responsible for the efficient administration of all the District's affairs 
and business. The Operations Manager plans, organizes and evaluates all District operations in accordance to 
Board policy. 

1050.2 The District Managers Duties 
The District Managers shall be responsible for: 

a) The implementation of policies established by the Board of Directors for the operation of the District; 
b) The planning, direction, and coordination of the day-to-day operations of the District 
c) The appointment, supervision, discipline, and dismissal of the District's employees, consistent with the 

employment policies established by the Board of Directors; 
d) Attend and participate in District Board meetings, prepare and present reports as necessary, represent 

the District before external organizations including other agencies, governmental and regulatory enti­
ties, business and community groups; 

e) The supervision of the District's facilities and services; and 
fj The supervision of the District's finances. 

1050.3 The District Managers serve at the direction of the Board. The Board will provide policy direction and 
instruction on matters within the authority of the Board during duly convened board meetings. Members of the 
Board will refrain from making requests directly to District employees (other than the District Managers) to under­
take analyses, perform other work assignments, or change the priority of work assignments. As members of the 
public, Directors may request non-confidential, factual information regarding District operations from District em­
ployees. If requesting public records, Directors must follow the District's Request for Public Records Policy. 
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